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Section C - Description/Specifications/Statement of
Work

 
STATEMENT OF WORK:
 
Due to section "C" formatting restrictions, the Statement of Work has been included as an attachment in section "J". See Attachment  003 - "SOW CTF Design
Services".
 
 
 
CLAUSES INCORPORATED BY FULL TEXT:
 
 
C-202-H001 ADDITIONAL DEFINITIONS–BASIC (NAVSEA) (OCT 2018)
 
(a)  Department   means the Department of the Navy.
 
(b)  Commander, Naval Sea Systems Command   means the Commander of the Naval Sea Systems Command of the Department of the Navy or his duly
appointed successor.
 
(c)  References to The Federal Acquisition Regulation (FAR)   All references to the FAR in this contract shall be deemed to also reference the appropriate
sections of the Defense FAR Supplement (DFARS), unless clearly indicated otherwise.
 
(d)  National Stock Numbers   Whenever the term Federal Item Identification Number and its acronym FIIN or the term Federal Stock Number and its acronym
FSN appear in the contract, order or their cited specifications and standards, the terms and acronyms shall be interpreted as National Item Identification
Number (NIIN) and National Stock Number (NSN) respectively which shall be defined as follows:
 
(1)  National Item Identification Number (NIIN).  The number assigned to each approved Item Identification under the Federal Cataloging Program.  It consists
of nine numeric characters, the first two of which are the National Codification Bureau (NCB) Code.  The remaining positions consist of a seven digit non
significant number.
 
(2)  National Stock Number (NSN).  The National Stock Number (NSN) for an item of supply consists of the applicable four-position Federal Supply Class
(FSC) plus the applicable nine-position NIIN assigned to the item of supply.
 
 (End of text)
 
C-204-H001 USE OF NAVY SUPPORT CONTRACTORS FOR OFFICIAL CONTRACT FILES (NAVSEA) (OCT 2018)
 
(a) NAVSEA may use a file room management support contractor, hereinafter referred to as "the support contractor", to manage its file room, in which all official
contract files, including the official file supporting this procurement, are retained.  These official files may contain information that is considered a trade secret,
proprietary, business sensitive or otherwise protected pursuant to law or regulation, hereinafter referred to as “protected information”.   File room management
services consist of any of the following: secretarial or clerical support; data entry; document reproduction, scanning, imaging, or destruction; operation,
management, or maintenance of paper-based or electronic mail rooms, file rooms, or libraries; and supervision in connection with functions listed herein. 
 
 (b) The cognizant Contracting Officer will ensure that any NAVSEA contract under which these file room management services are acquired will contain a
requirement that:
 
      (1) The support contractor not disclose any information;
 
      (2) Individual employees are to be instructed by the support contractor regarding the sensitivity of the official contract files;
 
      (3) The support contractor performing these services be barred from providing any other supplies and/or services, or competing to do so, to NAVSEA for
the period of performance of its contract and for an additional three years thereafter unless otherwise provided by law or regulation; and,
 
      (4) In addition to any other rights the contractor may have, it is a third party beneficiary who has the right of direct action against the support contractor, or
any person to whom the support contractor has released or disclosed protected information, for the unauthorized duplication, release, or disclosure of such
protected information.
 
(c) Execution of this contract by the contractor is considered consent to NAVSEA's permitting access to any information, irrespective of restrictive markings or
the nature of the information submitted, by its file room management support contractor for the limited purpose of executing its file room support contract
responsibilities.
 
(d) NAVSEA may, without further notice, enter into contracts with other contractors for these services.  Contractors should enter into separate non-disclosure
agreements with the file room contractor.  Contact the Procuring Contracting Officer for contractor specifics.  However, any such agreement will not be
considered a prerequisite before information submitted is stored in the file room or otherwise encumber the government. 
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(End of text)
 
C-204-H002 IMPLEMENTATION OF ENHANCED SECURITY CONTROLS ON SELECT DEFENSE INDUSTRIAL BASE PARTNER NETWORKS (NAVSEA)
(JAN 2020)
 
 1. System Security Plan and Plans of Action and Milestones (SSP/POAM) Reviews
 
a) Within thirty (30) days of contract award, the Contractor shall make its System Security Plan(s) (SSP(s)) for its covered contractor information system(s)
available for review by the Government at the contractor’s facility.   The SSP(s) shall implement the security requirements in Defense Federal Acquisition
Regulation Supplement (DFARS) clause 252.204-7012, which is included in this contract.  The Contractor shall fully cooperate in the Government’s review of
the SSPs at the Contractor’s facility.
 
b) If the Government determines that the SSP(s) does not adequately implement the requirements of DFARS clause 252.204-7012 then the Government shall
notify the Contractor of each identified deficiency.  The Contractor shall correct any identified deficiencies within thirty (30) days of notification by the
Government.  The contracting officer may provide for a correction period longer than thirty (30) days and, in such a case, may require the Contractor to submit
a plan of action and milestones (POAM) for the correction of the identified deficiencies.  The Contractor shall immediately notify the contracting officer of any
failure or anticipated failure to meet a milestone in such a POAM.
 
c) Upon the conclusion of the correction period, the Government may conduct a follow-on review of the SSP(s) at the Contractor’s facilities.   The Government
may continue to conduct follow-on reviews until the Government determines that the Contractor has corrected all identified deficiencies in the SSP(s).
 
d) The Government may, in its sole discretion, conduct subsequent reviews at the Contractor’s site to verify the information in the SSP(s).   The Government will
conduct such reviews at least every three (3) years (measured from the date of contract award) and may conduct such reviews at any time upon thirty (30)
days’ notice to the Contractor.
 
2. Compliance to NIST 800-171
 
a) The Contractor shall fully implement the CUI Security Requirements (Requirements) and associated Relevant Security Controls (Controls) in NIST Special
Publication 800-171 (Rev. 1) (NIST SP 800-171), or establish a SSP(s) and POA&Ms that varies from NIST 800-171 only in accordance with DFARS clause
252.204-7012(b)(2), for all covered contractor information systems affecting this contract.
 
b) Notwithstanding the allowance for such variation, the contractor shall identify in any SSP and POA&M their plans to implement the following, at a minimum:
 
(1) Implement Control 3.5.3 (Multi-factor authentication). This means that multi-factor authentication is required for all users, privileged and unprivileged
accounts that log into a network. In other words, any system that is not standalone should be required to utilize acceptable multi-factor authentication. For
legacy systems and systems that cannot support this requirement, such as CNC equipment, etc., a combination of physical and logical protections acceptable
to the Government may be substituted;
 
(2) Implement Control 3.1.5 (least privilege) and associated Controls, and identify practices that the contractor implements to restrict the unnecessary sharing
with, or flow of, covered defense information to its subcontractors, suppliers, or vendors based on need-to-know principles;
 
(3) Implement Control 3.1.12 (monitoring and control remote access sessions) - Require monitoring and controlling of remote access sessions and include
mechanisms to audit the sessions and methods.
 
(4) Audit user privileges on at least an annual basis;
 
(5) Implement:
 
i. Control 3.13.11 (FIPS 140-2 validated cryptology or implementation of NSA or NIST approved algorithms (i.e. FIPS 140-2 Annex A: AES or Triple DES) or
compensating controls as documented in a SSP and POAM); and,
 
ii. NIST Cryptographic Algorithm Validation Program (CAVP) (see https://csrc.nist.gov/projects/cryptographic-algorithm-validation-program);  
 
(6) Implement Control 3.13.16 (Protect the confidentiality of CUI at rest) or provide a POAM for implementation which shall be evaluated by the Navy for risk
acceptance.
 
(7) Implement Control 3.1.19 (encrypt CUI on mobile devices) or provide a plan of action for implementation which can be evaluated by the Government
Program Manager for risk to the program.
 
3. Cyber Incident Response
 
 
 
a) The Contractor shall, within fifteen (15) days of discovering the cyber incident (inclusive of the 72-hour reporting period), deliver all data used in performance
of the contract that the Contractor determines is impacted by the incident and begin assessment of potential warfighter/program impact.
 
b) Incident data shall be delivered in accordance with the Department of Defense Cyber Crimes Center (DC3) Instructions for Submitting Media available at
http://www.acq.osd.mil/dpap/dars/pgi/docs/Instructions_for_Submitting_Media.docx. In delivery of the incident data, the Contractor shall, to the extent practical,
remove contractor-owned information from Government covered defense information.
 
c) If the Contractor subsequently identifies any such data not previously delivered to DC3, then the Contractor shall immediately notify the contracting officer in
writing and shall deliver the incident data within ten (10) days of identification.  In such a case, the Contractor may request a delivery date later than ten (10)
days after identification.  The contracting officer will approve or disapprove the request after coordination with DC3.
 
4. Naval Criminal Investigative Service (NCIS) Outreach
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The Contractor shall engage with NCIS industry outreach efforts and consider recommendations for hardening of covered contractor information systems
affecting DON programs and technologies.
 
5. NCIS/Industry Monitoring
 
a) In the event of a cyber incident or at any time the Government has indication of a vulnerability or potential vulnerability, the Contractor shall cooperate with
the Naval Criminal Investigative Service (NCIS), which may include cooperation related to: threat indicators; pre-determined incident information derived from
the Contractor's infrastructure systems; and the continuous provision of all Contractor, subcontractor or vendor logs that show network activity, including any
additional logs the contractor, subcontractor or vendor agrees to initiate as a result of the cyber incident or notice of actual or potential vulnerability.
 
b) If the Government determines that the collection of all logs does not adequately protect its interests, the Contractor and NCIS will work together to implement
additional measures, which may include allowing the installation of an appropriate network device that is owned and maintained by NCIS, on the Contractor's
information systems or information technology assets. The specific details (e.g., type of device, type of data gathered, monitoring period) regarding the
installation of an NCIS network device shall be the subject of a separate agreement negotiated between NCIS and the Contractor.  In the alternative, the
Contractor may install network sensor capabilities or a network monitoring service, either of which must be reviewed for acceptability by NCIS.  Use of this
alternative approach shall also be the subject of a separate agreement negotiated between NCIS and the Contractor.
 
c) In all cases, the collection or provision of data and any activities associated with this statement of work shall be in accordance with federal, state, and
non-US law.
 
d) Recommended Number (IAW FAR 52.1 and DFARS 252.103):
 
(End of Text)
 
C-211-H016 SPECIFICATIONS AND STANDARDS (NAVSEA) (OCT 2018)
 
(a)  Definitions.
 
(i) A "zero-tier reference" is a specification, standard, or drawing that is cited in the contract (including its attachments).
 
(ii) A "first-tier reference" is either: (1) a specification, standard, or drawing cited in a zero-tier reference, or (2) a specification cited in a first-tier drawing.
 
(b)  Requirements.  All zero-tier and first-tier references, as defined above, are mandatory for use. All lower tier references shall be used for guidance only
unless specifically identified below.
 
None
 
(End of text)
 
C-211-H017 UPDATING SPECIFICATIONS AND STANDARDS (NAVSEA) (DEC 2018)
 
The contractor may request that this contract be updated to include the current version of the applicable specification or standard if the update does not affect
the form, fit or function of any deliverable item or increase the cost/price of the item to the Government. The contractor should submit update requests to the
Procuring Contracting Officer with copies to the Administrative Contracting Officer and cognizant program office representative for approval. The contractor
shall perform the contract in accordance with the existing specifications and standards until notified of approval/disapproval of its request to update by the
Procuring Contracting Officer. Any approved alternate specifications or standards will be incorporated into the contract.
 
(End of Text)
 
 
 
 
C-211-H018 APPROVAL BY THE GOVERNMENT (NAVSEA) (JAN 2019)
 
Approval by the Government as required under this contract and applicable specifications shall not relieve the Contractor of its obligation to comply with the
specifications and with all other requirements of the contract, nor shall it impose upon the Government any liability it would not have had in the absence of such
approval.
 
(End of text)
 
 C-215-H002 CONTRACTOR PROPOSAL (NAVSEA) (OCT 2018)
 
(a)  Performance of this contract by the Contractor shall be conducted and performed in accordance with the detailed obligations to which the Contractor
committed itself in Proposal    N6449821R3012   dated  3/12/2021    in response to Solicitation No. N6449821R3012.      .  
 
(b)  The technical volume(s) of the Contractor's proposal is(are) hereby incorporated by reference and made subject to the "Order of Precedence" (FAR
52.215-8) clause of this contract.  Under the "Order of Precedence" clause, the technical volume(s) of the Contractor's proposal referenced herein is (are)
hereby designated as item (f) of the clause, following "the specifications" in the order of precedence.
 
(End of text)
 
C-223-W002 ON-SITE SAFETY REQUIREMENTS (NAVSEA) (OCT 2018)
 
(a) The contractor shall ensure that each contractor employee reads any necessary safety documents within 30 days of commencing performance at any



N6449821F3031P00033 - FINAL

Page 13 of 71
Government facility. Required safety documents can be obtained from the respective safety office. Contractors shall notify the Safety office points of contact
below to report completion of the required training via email. The email shall include the contractor employee’s name, work site, and contract number.
 
(b) It is expected that contractor employees will have received training from their employer on hazards associated with the areas in which they will be working
and know what to do in order to protect themselves. Contractors are required to adhere to the requirements of 29 CFR 1910, 29 CFR
 
1926 and applicable state and local requirements while in Government spaces. The contractor shall ensure that all on-site contractor work at the
 
Government facility is in accordance with any local safety instructions as provided via the COR. The contractor shall report all work-related injuries/illnesses
that occurred while working at the Government site to the COR.
 
(c) Contractors whose employees perform work within Government spaces in excess of 1000 hours per calendar quarter during a calendar year shall submit
the data elements on OSHA Form 300A, Summary of Work Related Injuries and Illnesses, for those employees to the safety office, via the COR by 15 January
for the previous calendar year, even if no work related injuries or illnesses occurred. If a contractor’s injury/illness rates are above the Bureau of Labor Statistics
industry standards, a safety assessment may be performed by the Safety Office to determine if any administrative or engineering controls can be utilized to
prevent further injuries/illnesses, or if any additional Personal Protective Equipment or training will be required.
 
(d) Any contractor employee exh biting unsafe behavior may be removed from the Government site. Such removal shall not relieve the contractor from meeting
its contractual obligations and shall not be considered an excusable delay as defined in FAR 52.249-14.
 
(e) The Safety Office points of contacts are as follows:
 

, Code 022 
 
(End of Text)
 
C-227-H003 PROTECTION OF NAVAL NUCLEAR PROPULSION INFORMATION (NAVSEA) (OCT 2018)
 
(a)  During the performance of this contract Naval Nuclear Propulsion Information (NNPI) may be developed or used.  Naval Nuclear Propulsion Information is
defined as that information and/or hardware concerning the design, arrangement, development, manufacturing, testing, operation, administration, training,
maintenance, and repair of the propulsion plants of Naval Nuclear Powered Ships including the associated shipboard and shore-based nuclear support
facilities.  In accordance with OPNAVINST N9210.3 of 7 June 2010, appropriate safeguards must be proposed by the Contractor and approved by the NAVSEA
Contracting Officer for Security Matters for the safeguarding from actual, potential or inadvertent release by the Contractor, or any subcontractor, of any Naval
Nuclear Propulsion Information in any form, classified or unclassified.  Such safeguards shall ensure that only Governmental and Contractor parties, including
subcontractors, that have an established need-to-know, have access in order to perform work under this contract, and then only under conditions which assure
that the information is properly protected.  Access by foreign nationals or immigrant aliens is not permitted.  A foreign national or immigrant alien is defined as a
person not a United States citizen or a United States National.  United States citizens representing a foreign government, foreign private interest or other
foreign nationals, are considered to be foreign nationals for industrial security purposes and the purpose of this restriction.  In addition, any and all issue or
release of such information beyond such necessary parties, whether or not ordered through an administrative or judicial tribunal, shall be brought to the
attention of the NAVSEA Contracting Officer for Security Matters.
 
(b)  The NAVSEA Contracting Officer for Security Matters shall be immediately notified of any litigation, subpoenas, or requests which either seek or may result
in the release of Naval Nuclear Propulsion Information.
 
(c)  In the event that a court or administrative order makes immediate review by the NAVSEA Contracting Officer for Security Matters impractical, the Contractor
agrees to take all necessary steps to notify the court or administrative body of the Navy's interest in controlling the release of such information through review
and concurrence in any release.
 
(d)  The Contracting Agency reserves the right to audit Contractor and subcontractor facilities for compliance with the above restrictions.
 
(e)  Exceptions to these requirements may only be obtained with prior approval from the Commander, Naval Sea Systems Command (Contact SEA 00P3).
 
(End of text)
 
C-227-H005 UNLIMITED RIGHTS IN TECHNICAL DATA-NUCLEAR PROPULSION PLANT SYSTEMS (NAVSEA) (OCT 2018)
 
(a)  Pursuant to subparagraph (b)(1) of the clauses entitled "Rights In Technical Data--Noncommercial Items" (DFARS 252.227-7013) and "Rights In
Noncommercial Computer Software And Noncommercial Computer Software Documentation" (DFARS 252.227-7014), it is agreed that all technical data
pertaining to nuclear propulsion plant systems under the technical cognizance of the Navy Nuclear Propulsion Directorate, Naval Sea Systems Command
(NAVSEA 08), which is specified to be delivered pursuant to this contract, shall be delivered with unlimited rights,
 
provided, however, that nothing in the clause shall be deemed to require any subcontractor of any tier under this contract to deliver or furnish with unlimited
rights any technical data which  it is entitled to deliver with other than unlimited rights pursuant to said "Rights In Technical Data--Noncommercial Items" Or
"Rights In Noncommercial Computer Software And Noncommercial Computer Software Documentation" clauses.
 
(b)  It is further agreed that promptly after delivery of the vessel, or after any termination of all work under this contract, the Contractor shall submit a letter
report to the Navy Nuclear Propulsion Directorate, Naval Sea Systems Command (NAVSEA 08) listing and providing a brief description of all items of technical
data pertaining to the reactor plant(s) of the vessel(s) developed or prepared under this contract which were not specified to be delivered pursuant to this
contract.  The Contractor shall furnish in the Contractor's format and at the cost of reproduction, with unlimited rights, copies of items of technical data so
reported or which should have been reported, as the Government may require in writing from time to time and at any time.  However, nothing in this
requirement shall require the Contractor to retain any item of such technical data beyond the period provided for in this contract, including the specifications,
and other documents incorporated by reference, applicable to the item or type of technical data involved.
 
 (End of text)
 

(b)(6) (b)(6)
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C-227-H006 DATA REQUIREMENTS (NAVSEA) (OCT 2018)
 
The data to be furnished hereunder shall be prepared in accordance with the Contract Data Requirements List, DD Form 1423, Exhibit(s)  CDRL A001 - CDRL
A048  , attached hereto.
 
(End of Text)
 
C-227-H008 GOVERNMENT-INDUSTRY DATA EXCHANGE PROGRAM (NAVSEA) (DEC 2018)
 
(a) The contractor shall actively participate in the Government Industry Data Exchange Program in accordance with the GIDEP Operations Manual, S0300-
BT-PRO-010. The contractor shall submit information concerning critical or major nonconformances, as defined in FAR 46.407/DFARS 246.407, to the GIDEP
information system.
 
(b) The contractor shall insert paragraph (a) of this clause in any subcontract when deemed necessary. When so inserted, the word "contractor" shall be
changed to "subcontractor."
 
(c) The contractor shall, when it elects not to insert paragraph (a) in a subcontract, provide the subcontractor any GIDEP data which may be pertinent to items
of its manufacture and verify that the subcontractor utilizes any such data.
 
(d) The contractor shall, whether it elects to insert paragraph (a) in a subcontract or not, verify that the subcontractor utilizes and provides feedback on any
GIDEP data that may be pertinent to items of its manufacture."
 
(e) GIDEP materials, software and information are available without charge from:
 
GIDEP Operations Center
P.O. Box 8000
Corona, CA 92878-8000
 
Phone: (951) 898-3207
FAX: (951) 898-3250
Internet: http://www.gidep.org
 
(End of Text)
 
C-227-H012 INVENTION RIGHTS - NUCLEAR PROPULSION PLANT SYSTEMS (NAVSEA) (MAR 2019)
 
(a)  If in performance of this contract, the Contractor invents, discovers, conceives, or first actually reduces to practice a patentable invention pertaining to
nuclear propulsion plant systems under the technical cognizance of the Deputy Commander, Nuclear Propulsion Directorate, Naval Sea Systems Command
(SEA 08), the entire right, title, and interest in said invention shall be assigned to the Government, subject only to a royalty-free, non-exclusive license with the
Contractor to practice the same.
 
(b)  The Contractor shall submit annually a report of any such patentable inventions or a report that it has no such patentable inventions.  The first report will be
included as part of the monthly progress report following the first annual due date, and annually thereafter.
 
(c) The patent rights clause at Federal Acquisition Regulation (FAR) 52.227-11 entitled “Patent Rights-Ownership by The Contractor” or the patent rights clause
at Department of Defense Federal Acquisition Regulation Supplement (DFARS) 252.227-7038 entitled “Patent Rights-Ownership by The Contractor (Large
Business) apply to inventions not relating to nuclear propulsion plant systems.
 
 
(End of text)
 
 C-237-H001 ENTERPRISE-WIDE CONTRACTOR MANPOWER REPORTING APPLICATION (NAVSEA) (NOV 2020)
 
 *** Enterprise-wide Contractor Manpower Reporting Application (ECMRA) was decommissioned on 19 June 2020. Data collection functionality has been
transitioned to the Service Contract Report (SCR) in the System for Award Management (SAM). The hyperlinks below have been updated to reflect this
transition.***
 
 (a)  The contractor shall report contractor labor hours (including subcontractor labor hours) required for performance of services provided under this contract
for the Test Site Design Support via a secure data collection site.  Contracted services excluded from reporting are based on Product Service Codes (PSCs). 
The excluded PSCs are:
 
(1) W, Lease/Rental of Equipment;
(2) X, Lease/Rental of Facilities;
(3) Y, Construction of Structures and Facilities; (4) D, Automatic Data Processing and Telecommunications, IT and Telecom- Telecommunications Transmission
(D304) and Internet (D322) ONLY;
(5) S, Utilities ONLY;
(6) V, Freight and Shipping ONLY. 
 
(b)  The contractor is required to completely fill in all required data fields using the following web address https://sam.gov/SAM/.
 
(c)  Reporting inputs will be for the labor executed during the period of performance during each Government fiscal year (FY), which runs October 1 through
September 30.  While inputs may be reported any time during the FY, all data shall be reported no later than October 31 of each calendar year.  Contractors
may direct questions to the help desk, linked at https://sam.gov/SAM/.
 
(End of text)
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C-237-H002 SUBSTITUTION OF KEY PERSONNEL (NAVSEA) (OCT 2018)
 
(a)  The Contractor agrees that a partial basis for award of this contract is the list of key personnel proposed.  Accordingly, the Contractor agrees to assign to
this contract those key persons whose resumes were submitted with the proposal necessary to fulfill the requirements of the contract.  No substitution shall be
made without prior notification to and concurrence of the Contracting Officer in accordance with this requirement.  Substitution shall include, but not be limited
to, subdividing hours of any key personnel and assigning or allocating those hours to another individual not approved as key personnel.
 
(b)  All proposed substitutes shall have qualifications equal to or higher than the qualifications of the person to be replaced.  The Contracting Officer shall be
notified in writing of any proposed substitution at least forty five (45) days, or ninety (90) days if a security clearance is to be obtained, in advance of the
proposed substitution.  Such notification shall include:  (1) an explanation of the circumstances necessitating the substitution; (2) a complete resume of the
proposed substitute; (3) an explanation as to why the proposed substitute is considered to have equal or better qualifications than the person being replaced;
(4) payroll record of the proposed replacement;  and (5) any other information requested by the Contracting Officer to enable him/her to judge whether or not
the Contractor is maintaining the same high quality of personnel that provided the partial basis for award.
 
(c) Key personnel are identified in an attachment in Section J.
 
 
 
 (End of text)
 
C-237-W001 ELECTRONIC COST REPORTING AND FINANCIAL TRACKING (eCRAFT) SYSTEM REPORTING (NAVSEA) (MAY 2019)
 
(a) The Contractor agrees to upload the Contractor's Funds and Man-hour Expenditure Reports in the Electronic Cost Reporting and Financial Tracking
(eCRAFT) System and submit the Contractor’s Performance Report on the day and for the same timeframe the contractor submits an invoice into the Wide
Area Workflow (WAWF) module on the Procurement Integrated Enterprise Environment (PIEE) system. Compliance with this requirement is a material
requirement of this contract. Failure to comply with this requirement may result in contract termination.
 
(b) The Contract Status Report indicates the progress of work and the status of the program and of all assigned tasks. It informs the Government of existing or
potential problem areas. 
 
(c) The Contractor’s Fund and Man-hour Expenditure Report reports contractor expenditures for labor, materials, travel, subcontractor usage, and other
contract charges.
 
(1) Access:  eCRAFT: Reports are uploaded through the eCRAFT System Periodic Report Utility (EPRU). The EPRU spreadsheet and user manual can be
obtained at:  http://www.navsea.navy.mil/Home/Warfare-Centers/NUWC-Newport/Partnerships/Commercial-Contracts/Information-eCraft-/  under eCRAFT
information. The link for eCRAFT report submission is: https://www.pdrep.csd.disa.mil/pdrep_files/other/ecraft.htm.  If you have problems uploading reports,
please see the Frequently Asked Questions at the site address above.
 
(2) Submission and Acceptance/Rejection:  The contractor shall submit their reports on the same day and for the same timeframe the contractor submits an
invoice in WAWF. The amounts shall be the same. eCRAFT acceptance/rejection will be indicated by e-mail notification from eCRAFT.
 
(End of text)
 
C-242-H001 EXPEDITING CONTRACT CLOSEOUT (NAVSEA) (OCT 2018)
 
(a)  As part of the negotiated fixed price or total estimated amount of this contract, both the Government and the Contractor have agreed to waive any
entitlement that otherwise might accrue to either party in any residual dollar amount of $1,000 or less at the time of final contract closeout.  The term "residual
dollar amount" shall include all money that would otherwise be owed to either party at the end of the contract, except that, amounts connected in any way with
taxation, allegations of fraud and/or antitrust violations shall be excluded.  For purposes of determining residual dollar amounts, offsets of money owed by one
party against money that would otherwise be paid by that party may be considered to the extent permitted by law.
 
(b)  This agreement to waive entitlement to residual dollar amounts has been considered by both parties.  It is agreed that the administrative costs for either
party associated with collecting such small dollar amounts could exceed the amount to be recovered.
 
(End of text)
 
C-242-H002 POST AWARD MEETNG (NAVSEA) (OCT 2018)
 
(a)  A post-award meeting with the successful offeror will be conducted within [ 30 ] days after award of the Task Order.  The meeting will be held at the address
below:
Location/Address: Teleconference 
 
(b)  The contractor will be given [ 7 ] working day’s notice prior to the date of the meeting by the Contracting Officer.
 
(c)  The requirement for a post-award meeting shall in no event constitute grounds for excusable delay by the contractor in performance of any provisions in the
[contract / task order].
 
(d)  The post-award meeting will include, but is not limited to, the establishment of work level points of contact, determining the administration strategy, roles
and responsibilities, and ensure prompt payment and close out.  Specific topics shall be mutually agreed to prior to the meeting.
 
(End of text)
 
 C-242-H003 TECHNICAL INSTRUCTIONS (NAVSEA) (OCT 2018)
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(a)  Performance of the work hereunder may be subject to written technical instructions signed by the Contracting Officer and the Contracting Officer's
Representative specified in Section G of this contract.  As used herein, technical instructions are defined to include the following:
 
 
 
       (1)  Directions to the Contractor which suggest pursuit of certain lines of inquiry, shift work emphasis, fill in details or otherwise serve to accomplish the
contractual statement of work.
 
       (2)  Guidelines to the Contractor which assist in the interpretation of drawings, specifications or technical portions of work description.
 
(b)  Technical instructions must be within the general scope of work stated in the contract.  Technical instructions may not be used to: (1) assign additional work
under the contract; (2) direct a change as defined in the "CHANGES" clause of this contract; (3) increase or decrease the contract price or estimated contract
amount (including fee), as applicable, the level of effort, or the time required for contract performance; or (4) change any of the terms, conditions or
specifications of the contract.
 
(c)  If, in the opinion of the Contractor, any technical instruction calls for effort outside the scope of the contract or is inconsistent with this requirement, the
Contractor shall notify the Contracting Officer in writing within ten (10) working days after the receipt of any such instruction.  The Contractor shall not proceed
with the work affected by the technical instruction unless and until the Contractor is notified by the Contracting Officer that the technical instruction is within the
scope of this contract.
 
(d)  Nothing in the foregoing paragraph shall be construed to excuse the Contractor from performing that portion of the contractual work statement which is not
affected by the disputed technical instruction.
 
(End of text)
 
C-244-H002 SUBCONTRACTORS/CONSULTANTS (NAVSEA) (OCT 2018)
 
Notwithstanding FAR 52.244-2(d) and in addition to the information required by FAR 52.244-2(e) of the contract, the contractor shall include the following
information in requests to add subcontractors or consultants during performance, regardless of subcontract type or pricing arrangement:
 
(1)  Impact on subcontracting goals,
(2)  Impact on providing support at the contracted value,
(3)  IF SEAPORT TASK ORDER - The results of negotiations to incorporate fee rate caps no higher than the lower of (i) SeaPort-e fee rate caps for the prime
contractor, or in the case where the proposed subcontractor is also a SeaPort-e prime, (ii) fee rate caps that are no higher than the subcontractor's prime
SeaPort-e contract.
 
(End of text)
 
C-245-H005 INFORMATION AND DATA FURNISHED BY THE GOVERNMENT--ALTERNATE I (NAVSEA) (MAY 2019)
 
(a)  Contract Specifications, Drawings and Data.  The Government will furnish, if not included as an attachment to the contract, any unique contract
specifications or other design or alteration data cited or referenced in Section C.
 
(b)  Government Furnished Information (GFI).  GFI is defined as that information essential for the installation, test, operation, and interface support of all
Government Furnished Material identified in an attachment in Section J.  The Government shall furnish only the GFI identified in an attachment in Section J. 
The GFI furnished to the contractor need not be in any particular format.  Further, the Government reserves the right to revise the listing of GFI as follows:
 
        (1)  The Contracting Officer may at any time by written order:
 
(i)  Delete, supersede, or revise, in whole or in part, data identified in an attachment in Section J; or
(ii)  Add items of data or information to the attachment identified in Section J; or
(iii)  Establish or revise due dates for items of data or information in the attachment identified in Section J.
 
         (2)  If any action taken by the Contracting Officer pursuant to subparagraph (1) immediately above causes an increase or decrease in the costs of, or the
time required for, performance of any part of the work under this contract, the contractor may be entitled to an equitable adjustment in the contract amount and
delivery schedule in accordance with the procedures provided for in the "CHANGES" clause of this contract.
 
(c)  Except for the Government information and data specified by paragraphs (a) and (b) above, the Government will not be obligated to furnish the Contractor
any specification, standard, drawing, technical documentation, or other publication, notwithstanding anything to the contrary in the contract specifications, the
GFI identified in an attachment in Section J, the clause of this contract entitled "Government Property" (FAR 52.245-1) or "Government Property Installation
Operation  Services" (FAR 52.245-2), as applicable, or any other term or condition of this contract.  Such referenced documentation may be obtained:
 
(1)  From the ASSIST database via the internet at https://assist.dla.mil/online/start/; or
 
(2)  By submitting a request to the
 
Department of Defense Single Stock Point (DoDSSP)
 
 
 
Building 4, Section D
 
700 Robbins Avenue
Philadelphia, Pennsylvania 19111-5094
Telephone (215) 697-6396
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Facsimile (215) 697-9398.
 
Commercial specifications and standards, which may be referenced in the contract specification or any sub-tier specification or standard, are not available from
Government sources and should be obtained from the publishers.
 
(End of text)
 
C-247-H001 PERMITS AND RESPONSIBILITIES (NAVSEA) (DEC 2018)
 
The Contractor shall, without additional expense to the Government, be responsible for obtaining any necessary licenses and permits for complying with any
applicable Federal, State, and Municipal laws, codes, and regulations for shipping and transportation including, but not limited to, any movement over public
highways of overweight/over dimensional materials.
 
 (End of text)
 
 
 
 
 
 
 
 
 
 
 
 




